
When you RDP server or VNC server are using TLS encryption. You can allow user connect to
trusted server only:

Export the certificate from the server (Public key only). For RDP server, run “certlm.msc”,
Click “Remote Desktop” -> Certificates. Right click on the certificate, “All Tasks ->
Export”.
Import the certificate to a trustStore:
keytool -import -file C:\cascerts\rdpserver.cer -alias rdpserver -keystore myTrustStore.jks
Set trustStore location and trustStorePassword in gateway.conf
Restart the gateway.
“unable to find valid certification path to requested target” message will be displayed to
end user (also in the gateway log).

Appendix I – TrustStore
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